Risk Register: Telco Cloud Migration Project
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Date :May 2025

This Risk Register identifies and assesses potential risks that may impact the successful delivery of the Cloud Migration Project for the telecommunications company. Each risk is evaluated based on its likelihood, impact, and mitigation strategy.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ID | Risk Description | Likelihood (H/M/L) | Impact (H/M/L) | Mitigation Strategy | Owner |
| 1 | Data loss or corruption during migration | High | High | Implement backup and recovery plan; conduct test migrations | IT Lead |
| 2 | Downtime affects core business operations | Medium | High | Schedule migration during off-peak hours; notify stakeholders | Project Manager |
| 3 | Lack of in-house cloud expertise | High | Medium | Hire certified cloud consultants; provide staff training | HR Manager |
| 4 | Unexpected cloud costs | Medium | Medium | Monitor usage; apply cost management tools; negotiate pricing | Finance Manager |
| 5 | Security vulnerabilities in cloud environment | High | High | Apply cloud security best practices; run vulnerability scans | Security Officer |
| 6 | Vendor lock-in risk | Medium | Low | Choose vendors supporting open standards and portability | Procurement Officer |
| 7 | Stakeholder resistance to change | Medium | Medium | Run awareness campaigns; involve users early | Change Manager |
| 8 | Compliance and regulatory issues | Low | High | Engage legal team to review compliance; use compliant cloud services | Legal Advisor |